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1	Introduction
The document provides the context for the company contribution in SP-240287
2	Rationale and discussion
In the SA3#115 meeting, a TEI18 CR in S3-240855 on Security vulnerability fix for use of AES-GCM and AES-GMAC in 33.203 was initially agreed on during the SA3 plenary session on Wednesday of the meeting. However, there was a late objection by one company to this CR on Friday morning of the meeting, proposing to postpone the CR for the next meeting. The CR was finally not pursued.
After a sound technical evaluation, a compromise has been reached in SP-240287, which is co-signed by all the stakeholders on this topic in SA3.
This CR is submitted to SA plenary for approval as this is addressing a long-standing security vulnerability which should be fixed without delay. This vulnerability was first raised at SA3#109 in Nov 2022, and we believe there has been enough time and discussion in SA3 to understand the issue and solution, and the final contentious point has now been resolved after offline discussions between SA3#115 and SA#103. 
Note that Rel-18 is frozen from an SA3 perspective, therefore SA plenary is requested to approve this CR for Rel-18, to avoid further delays. 
Observation#1: This CR in SP-240287 addresses a long-standing IMS security vulnerability which should be fixed without further delay in Rel-18 (which is now frozen for SA3).
Observation#2: This issue has been discussed in SA3 for more than one year, and the CR in SP-240287 is now co-signed by all the stakeholders.
3	Proposal
It is proposed that 3GPP TSG SA approve the CR in SP-240287 at SA#103. 

